
Acceptable Use Policy 

Effective Date: July 2, 2024 

1. Prohibited Uses and Activities 

We want to ensure that everyone can enjoy and benefit from our Service. Please keep the following 

guidelines in mind to help us achieve this goal: 

1.1 Content Guidelines 

Ensure that any content you post, store, or transmit is respectful and lawful. Do not share material that 

could be considered libelous, obscene, threatening, defamatory, or that infringes on intellectual property 

rights. Avoid content that might encourage criminal behavior or violate any local, state, federal, or 

international laws. 

1.2 Respecting Copyright 

Please obtain proper authorization before using or sharing any material that is protected by copyright or 

other proprietary rights. 

1.3 Authentic Interactions 

To maintain trust and security, please ensure your communications are genuine and transparent. This 

includes avoiding impersonation, falsifying sender addresses, or engaging in phishing activities. 

1.4 Adhering to Network Policies 

When accessing networks, servers, or websites, follow their rules and policies to ensure smooth and 

lawful operation. 

1.5 Access Permissions 

Only access the information and systems for which you have permission. Do not take any actions that 

might breach security or attempt to bypass authentication measures. 

1.6 Software Use 

You’re welcome to make one backup copy of the software provided with the Service. For any other use, 

please ensure it aligns with our guidelines and agreements. 

1.7 Handling Equipment 

To maintain the integrity of the Service, please handle WCI’s equipment with care and avoid 

unauthorized modifications. If you need assistance, feel free to contact us. 

1.8 Authorized Use 

The Service is intended for your use and not for operating as an Internet Service Provider or for other 

business purposes unless specifically authorized. 

1.9 Supporting Others’ Experience 

Please use the Service in a way that supports others' ability to enjoy it. This includes avoiding actions 

that might cause performance issues or restrict others' use. 

1.10 Service Availability 

You are welcome to make the Service available to authorized employees, contractors, or in public areas 

of your site. For any other use, please ensure it is in line with your agreement with us. 



1.11 Connecting Devices 

Please connect WCI’s equipment only within your designated Service Location(s) to ensure proper 

functioning. 

1.12 Network Management 

Assist us in maintaining network security by supporting WCI’s management of ports and domain name 

servers (DNS) used in the Service. 

1.13 IP Address Use 

Please use dynamic IP addresses in accordance with the DHCP protocol, unless your agreement specifies 

otherwise. 

 

2. Your Responsibility 

2.1 Account Management 

You are responsible for all activity under your Service account. This includes ensuring that everyone with 

access follows the Acceptable Use Policy. 

2.2 Copyright Adherence 

We appreciate your efforts to avoid copyright infringement. Please adhere to all DMCA notices and 

requests related to your use of the Service. 

2.3 Securing Equipment 

Help us keep the Service secure by protecting any non-WCI equipment connected to the Service from 

external threats. 

 

3. Inappropriate Content and Transmissions 

3.1 Content Review 

While we generally do not monitor content, we retain the right to review and address any material that 

may violate this Policy or applicable laws. Our goal is to maintain a positive and secure environment for 

everyone. 

3.2 Commercial Use 

The Service is designed for commercial use as outlined in your Business Services Agreement. To ensure 

continued access, please comply with all terms and conditions. We are here to assist if you need any 

clarification. 

 

Contact Us 

If you have any questions or need further assistance regarding this Acceptable Use Policy, please reach 

out to us at [Insert Contact Information]. 


